
 Додаток 5 

до Публічного договору про надання  

кваліфікованих електронних 

довірчих послуг 

 

 
АТ "УНІВЕРСАЛ БАНК"  
0 800 205 205  
04080, м. Київ, вул. Оленівська, 23 
Ліцензія НБУ на право надання банківських послуг №92 від 
20.01.1994 
Реєстраційний номер у Державному реєстрі банків 226 

 

Заява приєднання представника юридичної особи  

(що не має повноважень керівника, форма заяви керівника визначена у 

Додатку 4) до Публічного договору  

про надання кваліфікованих електронних довірчих послуг 

 
** Перед поданням цієї заяви від юридичної особи має бути подана «Заява приєднання уповноваженого 

представника (керівника) юридичної особи до Публічного договору про надання кваліфікованих 

електронних довірчих послуг» (за формою Додатку 4) та керівником отримано відповідний 

кваліфікований сертифікат від кваліфікованого надавача електронних довірчих послуг monobank | 

Universal Bank АТ «УНІВЕРСАЛ БАНК» (далі — Надавач). 

Заява підписується кваліфікованим або удосконаленим електронним підписом керівника, який 

базується на кваліфікованому сертифікаті електронного підпису керівника, що на момент підписання 

чинний та сформований Надавачем.  

Опрацювання цієї заяви Надавачем відбувається лише після підписання її кваліфікованим або 

удосконаленим електронним підписом керівника, після перевірки чинності кваліфікованого 

сертифіката електронного підпису керівника, що сформований кваліфікованим Надавачем. 

 

Відповідно до статей 634, 642 Цивільного кодексу України поданням цієї заяви приєднання до 

Публічного договору про надання кваліфікованих електронних довірчих послуг (далі – Заява приєднання 

до Договору) Клієнт приєднується до Публічного договору про надання кваліфікованих електронних 

довірчих послуг (далі — Договір). 

Подання цієї Заяви приєднання до Договору є підставою для надання кваліфікованих електронних 

довірчих послуг (далі – Послуги) Клієнту, що виявив бажання отримати Послуги з використанням 

мобільного застосунку monobank. 

Послуги за Договором відповідають вимогам Регламенту ЄС № 910/2014, ETSI EN 314 401 на 

відповідність зазначеним вимогам Надавач пройшов оцінку відповідності. 

Перед підписанням цієї Заяви приєднання до Договору Клієнт поінформований, що захист його 

персональних даних здійснюється Надавачем відповідно до Політики захисту персональних даних 

Надавача. 

Політика захисту персональних даних Надавача розроблена відповідно до вимог Закону України 

«Про захист персональних даних», з урахуванням положень Регламенту Європейського Союзу (ЄС) 

2016/679 (GDPR) та рекомендацій стандарту ДСТУ ISO/IEC 27701:2022 Методи забезпечення безпеки. 

Розширення до ISO/IEC 27001 та ISO/IEC 27002 щодо управління конфіденційною інформацією. 

Вимоги та настанови (ISO/IEC 27701:2019, IDT). 

Клієнт ознайомлений з Політикою захисту персональних даних Надавача та погоджується з її 

умовами. 

Клієнт ознайомлений з Договором, зокрема, що згідно п.8.1. Договору послуги надаються 

Надавачем Клієнтам на безоплатній основі та погоджується з даними умовами. 

Активуючи функцію створення особистих ключів електронного підпису та випуску сертифікатів 

Надавачем в мобільному застосунку monobank, Клієнт підписує цю Заяву приєднання до Договору, 

чим підтверджує свою згоду з умовами Договору та Загальними положеннями та умовами надання 

кваліфікованих електронних довірчих послуг Надавачем, встановлених АТ «УНІВЕРСАЛ БАНК» та 

опублікованих на офіційному веб-сайті Надавача (https://ca.monobank.ua) і зобов’язується їх 



виконувати, а також надає згоду на публікацію кваліфікованих сертифікатів відкритих ключів (далі — 

сертифікатів) на веб-сайті Надавача.  

Клієнт погоджується з умовами Регламенту роботи Надавача, Політикою сертифікатів та 

Положення сертифікаційних практик Надавача, у т. ч. зобов'язується своєчасно надавати інформацію 

про зміну ідентифікаційних даних, які містить сертифікат.  

Поданням цієї Заяви приєднання до Договору Клієнт засвідчує, що: 

1) йому повідомлено, що згідно Законом України «Про електронну ідентифікацію та електронні 

довірчі послуги» правочин, вчинений в електронній формі, може бути визнаний судом недійсним у 

разі, якщо (зокрема) кваліфікований сертифікат містить недостовірні відомості; 

2) в разі деактивації особистого ключа електронного підпису, формуванні нового особистого ключа 

електронного підпису в мобільному застосунку monobank надає згоду на автоматичне скасування 

діючих сертифікатів відкритих ключів;  

3) у разі зміни ідентифікаційних даних Клієнта, які містяться у кваліфікованому сертифікаті 

відкритого ключа, або відповідно до інших підстав, визначених Законом України «Про електронну 

ідентифікацію та електронні довірчі послуги» Клієнт попереджений та погоджується із скасуванням 

кваліфікованих сертифікатів відкритих ключів в мобільному застосунку monobank. 

Відповідно до Закону України «Про захист персональних даних» Клієнт, отримуючи Послуги від 

Надавача з використанням мобільного застосунку monobank, автоматично надає Надавачу згоду на 

оброблення його персональних даних у межах надання кваліфікованих електронних довірчих послуг. 

 

Клієнт:  

УНЗР (за наявності) або серія (за наявності) та 

номер паспорта /номер ID-картки: 

РНОКПП:  

Повне найменування юридичної особи (філії)  

Код ЄДРПОУ:  

*Посада: 

*Код СПФМ:  

Ідентифікатор відкритого ключа: 

Згода на публікацію сертифікатів 
Відмітка 

V 

Відмітка про ознайомлення з умовами 

Регламенту V 

Згода на обробку персональних даних V 

Відмітка про формування підпису 
V 

Інформація про підписання цієї Заяви 

приєднання до Договору  

Інформація про підписання цієї Заяви 

приєднання до Договору керівником 

(уповноваженою особою)**  
 

*– якщо відсутні дані, поле не відображається 


